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APPROVED SCANNING QUALIFIED SECURITY
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Hiermit wird zertifiziert, dass

Alois Dallmayr KG (Zertifikatsinhaber)

, Dienerstrasse 14-15, 80331, Minchen, , , DE,
die Konformitat mit PCI-DSS-Version 4.0.1 auf 15/05/2025 erfolgreich validiert hat.

Dieser Konformitatsstatus basiert auf den von Alois Dallmayr KG angegebenen Informationen beziglich der Einhaltung
des PCI-Datensicherheitsstandards ("PCI-DSS") Version 4.0.1 und ist glltig bis 15/05/2026 gemal den unten dargelegten
Bedingungen fir die Ausstellung.

Um die PCI-DSS-Konformitat beizubehalten, ist Alois Dallmayr KG fir Folgendes verantwortlich:

a Konformitat mit simtlichen PCI-DSS-Anforderungen aufrechterhalten, insbesondere bei Anderungen an Ihren
Systemen. Zur Aufrechterhaltung der Konformitat sind vierteljahrliche Schwachstellenprifungen fir mit dem Internet
verbundene Systeme erforderlich. Und:

b Jahrliche Bescheinigung Ihrer Konformitat.

Handler-ID: 424689

SAQ-Typ: B-IP PCI-DSS-Version: 4.0.1
Validierungsstatus: Validiert Datum der Validierung: 15/05/2025
Scanstatus: Nicht zutreffend Datum des letztes Scans: Nicht zutreffend

Bedingungen fur die Ausstellung

1. Mit der Ausstellung dieses Zertifikats gibt VikingCloud an, dass das oben genannte Zertifikatsinhaber die Konformitét der Anforderungen des PCI-Datensicherheitsstandards wie
oben dargelegt bescheinigt hat.

2. Der PCI Security Standards Council (\"PCI-SSC\") reprasentiert Kartensysteme wie VISA, MasterCard, American Express, Discover Card und JCB und erstellt und pflegt die
Sicherheitsstandards sowie deren Inhalte. VikingCloud tragt keine Verantwortung fiir den Inhalt oder die Anforderungen der PCI-Sicherheitsstandards.

3. Dieses Zertifikat wurde nicht durch den PCI-SSC bestatigt und wurde von VikingCLoud lediglich fiir die Unterlagen des oben genannten Zertifikatsinhabers erstellt, um
anzugeben, dass der Zertifikatsinhaber seine Konformitét validiert hat.

4. Dieses Zertifikat garantiert nicht die Sicherheit, Verfligbarkeit oder Integritdt jedweder Systeme des oben genannten Zertifikatsinhabers oder der Daten, die von dem genannten
Zertifikatsinhaber gespeichert werden. Dementsprechend tibernimmt VikingCloud keine Verantwortung gegentiber Dritten im Falle eines Verlusts oder Schadens an Systemen
oder Daten aufgrund eines vermeintlichen Sicherheitsmangels oder einer Storung der derzeitigen Sicherheitsmanahmen.

5. Die Konformitit gilt fiir einen bestimmten Zeitpunkt. Es ist méglich, dass die Konformitat zu einem spateren Zeitpunkt aufgrund der stindigen Anderungen von Netzwerken und
Anwendungsinfrastrukturen, zukinftig auftretender Schwachstellen oder Fortschritten in Hackertechniken oder daraus resultierender Unfahigkeit, die relevanten PCI-DSS-
Anforderungen einzuhalten, nicht mehr besteht.

6. Die Bereitstellung dieses PCI-DSS-Berichts beeinflusst in keiner Weise die aus vorhandenen Handlergeschéaftsbedingungen resultierenden Verpflichtungen von Alois Dallmayr KG .

7. Der oben genannte Validierungsstatus basiert darauf, dass der oben genannte Handler bei seiner Selbsteinschatzung vollstandige und korrekte Angaben gemacht hat.
VikingCloud haftet weder gegenliber dem Handler noch gegeniiber Dritten, soweit sich diese Haftung aus der Ungenauigkeit der vom Héndler an VikingCloud bereitgestellten
Informationen ergibt.
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